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DEPARTMENT OF THE ARMY

<Unit Header>

<Office Symbol>
<Date>
<Office Symbol>
SUBJECT:  Designation of Information Management Officer for the <Organization/Unit>.  

MEMORANDUM FOR 

SUBJECT:  Designation of Information Management Officer for the <Organization/Unit>.  
1.
 Effective <Date>, I appoint the below named individual as the <add in the word “Primary” if individual is being designated as the Senior or Top Level IMO, otherwise leave blank > > Information Management Officer (IMO) for the <Organization/Unit>. 
a. IMO NAME:

GRADE:



RANK:


MILITARY OCCUPATIONAL SPECIALTY (Ex. - 25B30):


JOB SPECIALTY CODE (Ex. – 2210 IT Specialist):


CONTRACTOR (YES/NO):


IT DESIGNATED POSITION (Ex. – see AR 25-2, paragraph 4-14):


BACKGROUND INVESTIGATION (Ex. – SSBI):


SECURITY CLEARANCE:

b. INSTALLATION:  Fort Lewis, WA 98433-9500


BUILDING:



ROOM:


TELEPHONE (VOICE DSN & COMMERCIAL):


INDIVIDUAL E-MAIL ADDRESS (UNCLASSIFIED):
2.
Authority: Army Regulation 25-1, 15 July 2005
3.
Purpose:  To provide direct interaction with the Directorate of Information Management (DOIM) who will provide technical control (TECHCON) guidance, insuring the confidentiality, integrity, and availability of Army systems and networks.

4.
Special Instructions:  

a. This appointment supersedes all previous appointments to this duty and remains in force for a period of 2 years from effective date or until the individual is officially relieved or released from appointment.    
b. Individual has the authority and responsibility of enforcing security and safeguards for Information Systems (IS) within their purview.  This authority includes recommending halting system operations to the Commander if warranted by the impact of a security deficiency.
c. Ensure implementation of IA policy and report IAVA compliance. Report security violations and incidents to the DOIM Network Branch (967-5251). Understand DOD and Army policies. Working knowledge of IT principles, techniques, hardware, and software. Knowledge and understanding of operating systems, networking, and active directory administration.

<Commander/DAA>

<Grade>, <Branch>

<Position>
CF: 
Individual

Supervisor

DOIM Operations Br
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